**Additional tasks reconciled from Rd3 data.**

Given a description of a system, list assumptions the system makes implicitly.

Given a list of assumptions made by a system, identify which assumptions are most likely to be exploitable.

Given a scenario, rank a set of vulnerabilities.

Given a scenario, rank a set of possible corrective actions.

Given a scenario, identify where technological solutions can help versus policy solutions.

Identify possible phishing emails from a set of samples.

Given two security solutions, compare their pros and cons.

Given a scenario, assess the risks for two different types of users.